
STAY ONE STEP AHEAD OF CYBERCRIMINALS

Cybercriminals are constantly evolving their tactics, 
techniques, and procedures. The Central Bank of Trinidad and 
Tobago urges all citizens to be vigilant against cybercrimes 
such as phishing, identity theft, internet fraud, and banking 
fraud.

Here are some best practices to enhance your online security:

1. Regular Software Updates: Always update your operating 
systems and

 applications to the latest versions to benefit from security 
upgrades. 

2.   Strong Passwords: Learn how to use digital technologies 
safely and responsibly. This includes practising good 
password hygiene, enabling multi-factor authentication, 
and being cautious about the information you share online.

3.  Multi-Factor Authentication (MFA): Enable MFA on any 
account that offers it, to add an extra layer of security.

4.  Phishing Awareness: Be cautious of unsolicited emails, 
links, and attachments. Verify the source before clicking.

5.  Secure Wi-Fi Networks: Use strong passwords for your 
Wi-Fi networks and avoid using public Wi-Fi for sensitive 
transactions.

For more tips and guidance, check out our Cyber Safe guide at 
https://www.central-bank.org.tt/cybersafe.
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