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Profect your

Personal
Information

Be wary of:

Fake Websites:

Always verify the URL using Bing or Google before visiting or entering
personal info. Ensure the site uses "https://" for security.

Emails with Links/Attachments:
If an email looks suspicious, avoid clicking links or opening attachments.

Unexpected Requests:
Be wary of unsolicited requests for personal data, which could be
scams.

Social Engineering:
Scammers may use personal info to make fake requests seem legitimate.

Public Wi-Fi:
Avoid doing sensitive transactions on public Wi-Fi, as it can be
insecure.

Social Media Sharing:

Don't share personal details like your full name, address, or phone
number, which can be exploited by identity thieves.

For more tips and guidance, check out our Cyber Safe guide at
https://www.central-bank.org.tt/cybersafe.

Connect with us on Social Media
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